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Recent years have witnessed a growing interest towards nonlinear networked systems. Their field of application is 
immense, and many of these applications are safety-critical. This has triggered considerable attention to nonlinear 
networked systems in the presence of attacks, bringing the question of cyber-security into control theories.  
At present, the development of fuzzy control theory in depth and breadth is the inevitable research trend of highly 
complicated controlled objects, high control performance requirements and computer technology networking. In fact, 
recently, important advances have been made in the theory of resilient fuzzy control against attacks. In nonlinear 
networked systems, the common cyber-attacks on communication links include denial-of-service attack, false-data-
injection attack, replay attack and so on.  
The aim of this special issue is to highlight the most significant recent developments - advances - on the topics of 
systems under various cyber-attacks, to identify the most recent research directions, and to publicize this area to a 
wider audience. 

Prof. Tae H. Lee 
Jeonbuk National University, Republic 
of Korea 
E: fesuselee@gmail.com  
 
Prof. Jianwei Xia 
Liaocheng University, China 
E: njustxjw@126.com  
 

Topics of interest include, but are not limited to: 

 
– Theoretical studies on T-S fuzzy-model-based fuzzy control 

under various cyber-attacks (including denial-of-service attack / 

false-data-injection attack / replay attack) 

– Developments of new attack-tolerant fuzzy control theories 

– Convincing applications of anti-attack fuzzy logic 

– Interval type-2 fuzzy systems various cyber-attacks 

– Data-driven approach against various cyber-attack 
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– Fuzzy fault detection against various cyber-attacks 

– Fuzzy sliding mode control against various cyber-attacks 

– Fuzzy adaptive control against various cyber-attacks 
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